
Manor CE Academy CCTV POLICY

(in conjunction with the Hope Sentamu Learning Trust’s Data Protection Policy (GDPR),

Subject Access Request Policy and Procedures, Health and Safety Policy and

the Trust’s Complaints Procedure)
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Policy Updates

Date Page Policy updates

24.06.22 4 Legal framework - addition

24.06.22 6 Operations of the System/Security - addition

24.06.22 7 Data Protection – ‘Privacy by Design’ from previous copy removed and

renamed with updated information

24.06.22 9 Code of Practice - addition

24.06.22 10 Monitoring and Review - addition
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4. Roles and Responsibilities

4.1. Trust Board

The Trust Board is ultimately responsible for the systems and ensuring compliance with

each academy/school.

4.2. Data Protection最



4.5. Data Controller

The role of the Data Controller includes:

● Processing surveillance and CCTV footage legally and fairly.

● Collecting surveillance and CCTV footage for legitimate reasons and ensuring that it is

used accordingly.

● Collecting surveillance and CCTV footage that is relevant, adequate and not excessive in

relation to the reason for its collection.

● Ensuring that any surveillance and CCTV footage identifying an individual is not kept for

longer than is necessary.

● Protecting footage containing personal data against accidental, unlawful destruction,

alteration and disclosure - especially when processing over networks.

5. Objectives

5.1. To protect the academy/school building and their assets. The systems function is to:

● Maintain a safe environment

● Ensure the welfare of pupils, staff and visitors

● Deter criminal acts against persons and property

● Assist the Police in identifying persons who have committed an offence

6. Purpose and Justification

6.1. The academy/school will only use surveillance cameras for the safety and security of the

academy/school and its staff, pupils and visitors.

6.2. Surveillance will be used as a deterrent for violent behaviour and damage to the

academy/school.

6.3. The academy/school will only conduct surveillance as a deterrent and under no

circumstances will the surveillance and the CCTV cameras be present in classrooms or any

changing facility.

6.4. If the surveillance and CCTV systems fulfil their purpose and are no longer required the

academy/school will deactivate them.

7. Operation of the System/Security

7.1. The system will be administered and managed by the Principal/Headteacher, in

accordance with the principles and objectives expressed in the code.

7.2. The CCTV system will be operated 24 hours each day, every day of the year.

7.3. The Site Team will check and confirm the efficiency of the system on a monthly basis and

that the equipment is properly recording and that cameras are functional.

7.4. In exceptional cases where large amounts of information need to be collecteDet an̂␀ c
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Where the Trust identifies a high risk to an individual’s interests, and it cannot be overcome,

the Trust will consult with the ICO before they use CCTV and the Trust will act on the ICO’s

advice.

9. Monitoring Procedures

9.1. Camera surveillance may be maintained at all times.  Approved personnel may have remote

access to the CCTV system via their academy/school hardware for security purposes.

10. Media Procedures

10.1. In order to maintain and preserve the integrity of the media used to record events from the

hard drive and the facility to use them in any future proceedings, the following procedures

for their use and retention must be strictly adhered to:

a. Before using, each media form must be cleaned of any previous recording. 

b. The controller shall register the date and time of media form insert, including

media reference.

c. If copies of the media form are required for the Police, these must be referenced

and marked ‘copy’.

10.2. Media forms may be viewed by the Police for the prevention and detection of crime. A

register will be maintained of the release of media form to the Police or other authorised

applicants. The register will be available for this purpose.

10.3. Viewing of Media by the Police must be recorded in writing and in the register.  Requests by

the Police can only be actioned under Section 19 of GDPR 2018.

10.4. Should a media form be required as evidence, a copy may be released to the Police under

the procedures of the Code of Practice for Surveillance cameras and personal Information

2017. Media will only be released to the Police on the clear understanding that the media

form remains the property of the academy/school and both the media form and

information contained on it are to be treated in accordance with this Code. The

academy/school also retains the right to refuse permission for the Police to pass to any

other person the media form or any part of the information contained thereon.

10.5. The Police may require the academy/school to retain the stored media for possible use as

evidence in the future. Such media will be correctly indexed and securely stored until they

are needed by the Police.

10.6. Applications received from outside bodies (e.g. solicitors) to view or release media will be

referred to the Principal/Headteacher.

11. Breaches of the Code (including Breaches of Security)

11.1. Any breach of the Code of Practice by academy/school staff will be initially investigated by

the Principal in order for them to take the appropriate disciplinary action. Any breach of the

Code will be reported to the Board of Trustees.
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